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Chairman/ Secretary  Jim Dyer  13 Plumpton Avenue  Wrose BD2 1PE    

            Tel 01274 403766 Mob 07804896488 e mail saltstennis@gmail.com
GDPR STATEMENT
SALTS TENNIS CLUB
DPA means the Data Protection Act 2018 which implements the EU’s General

Data Protection Regulation.

Responsible Person
Jim Dyer Chairperson
Register of Systems
Salts T.C  Data Protection Form
1. Data protection principles

Salts T.C is committed to processing data in accordance with its responsibilities under the DPA.

DPA requires that personal data 

a. All members to fill in the standard GDPR form
b. These forms are collected as a means for Salts T.C to contact them by e.mail. text or telephone and their details will not be given to any other person
c.  Members details need to be kept up to date and they must inform the club of any changes to address, e. Mail. Mobile phone etc.
d. If a member leaves the club for any reason their personal Data Protection Form will be destroyed
2. General provisions

a. The Responsible Person shall take responsibility for the Organisation’s ongoing compliance with this policy.
b. This policy shall be reviewed at least annually.
c. Individuals have the right to access their personal data and any such requests made to Salts T.C  shall be dealt with in a timely manner.

3. Data minimisation

a.  Salts T.C shall ensure that personal data are adequate, relevant and limited to what is necessary in relation to the purposes for which they are processed.
4. Accuracy

a. Salts T.C shall take reasonable steps to ensure personal data is accurate.

b. Where necessary for the lawful basis on which data is processed, steps shall be put in place to ensure that personal data is kept up to date.

5. Archiving / removal

a. To ensure that personal data is kept for no longer than necessary, Salts T.C shall put in place an archiving policy for each area in which personal data is processed and review this process annually.

b. The removal policy will take place when a person leaves the club
6. Security

a. Salts T.C  shall ensure that personal data is stored securely.
b. Access to personal data shall be limited to personnel in charge and  appropriate security should be in place to avoid unauthorised sharing ofinformation.

c. When personal data is deleted this should be done safely such that the data is irrecoverable.

              Policy Adopted on  the  17th January 2019
Chairman                                                         Witness

Jim Dyer                                                          SimonKennett

Signature                                                        Signature
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